Abstract:
Modern applications and computing platforms come with their share of privacy concerns. One way to address these concerns is by using tailor-made cryptographic tools. This talk will demonstrate how new application settings influence theoretical developments by presenting designs of cryptographically secure systems for: i) collaborative threat detection, and ii) deniable data storage. The first part of the talk presents a new cryptographic tool, namely a distance-aware private set intersection protocol, which has applications in collaborative threat detection and blacklisting by mutually untrusting parties. The second part of the talk introduces deniable storage systems: an evolution of full disk encryption systems that additionally provide plausible deniability of data possession even when encryption keys and metadata are leaked. Finally, the talk concludes by discussing potential applications of cryptographic theory to build secure infrastructures for intelligent transportation and machine learning.
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