Abstract:

As our reliance on digital techniques grows, ensuring the reliability and security of software becomes more crucial than ever. In this talk, I will discuss my research on synergizing cryptography and formal methods to achieve next-generation security and reliability of software. I will explain how to integrate cryptography into formal methods and enable software verification even without access to the software’s source code. I will also demonstrate how to liberate the workforce from the complexity of cryptography-related implementation by applying formal methods to cryptography. Altogether, I will show that a never-before-seen combination of cryptography and formal methods is not only possible but also a necessary component in developing secure and reliable software for the future.
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