Abstract:
Attack surface reduction through removing unnecessary application features and code, referred to as debloating, is a promising technique for improving security without incurring any additional overhead. Applying this technique to the operating system kernel can reduce the risk of privilege escalation attacks. Since userspace programs mainly leverage system calls to interact with the kernel, restricting access to any system call can potentially prevent an attacker from exploiting a vulnerability in the kernel. The main challenge in this area of work is to perform a sound analysis that does not mistakenly identify parts of the code that the program requires as supplementary. In this talk, I will show how we can use static analysis to identify the system call requirements of a userspace program and neutralize previously disclosed Linux kernel vulnerabilities by filtering those deemed unnecessary. Furthermore, I will discuss the potential of deprivileging programs by analyzing their system call requirements.
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